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The Challenge
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Automation R

Coming gradually, but will not be a major disruptor In
the coming 4-5 years.

Large-scale use not before 10-15 years



Background RJ

Connected vehicles: pre-requisite for autonomous
vehicles

Wireless communication: V2V, V2| and V2X

Liability issues, role off the driver, new types of
competition, general awarness of all road users

Policy instruments to ensure positive impact on
soclety: efficiency, road safety, environment



Legal liability -automation R

Vehicle manufacturer

Vehicle owner

Vehicle user

Driver remote control, can drive one or many vehicles
Vehicle remote control, can have one or many drivers



Why will driverless trucks be taken up?

Labour costs / addressing labour shortage
Decarbonisation of transport
Improvement of road safety

Digitalisation of transport operations

Operating times



Impact of automation

Need to welcome benefits automation brings (e.g.

Increased safety and efficiency)

Also need to identify potential risks (and find
mitigation actions for those).

IRU’s study with ITF and ACEA on vehicle
automation impact on driver jobs.




Main threats
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Hacker, 23, who cost British Airways
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A man has admit

ing out a number of high-profile cyber attacks on police

Paul Dix ed mayhem when he took down the websites of Police Scotland,
Durham  Cex and British Airways.

It was clsimed he cost British Airways up to £100,000 after he disabled the website
for one hour.

Dixon, of Seaham, County Durham, is due to be sentenced on May 4.
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What can operators do? R

Not sit and wait for automation to arrive

Operators need to take steps towards improving their
current operations to prepare themselves for the
future through digitalization.

Route planning, fleet management, electronic
documents, connection to freight exchange platforms.

These steps will go hand-in-hand with increased
automation of vehicles.



Security

Risk of cyber-attacks need to be minimised
Ensure data security
Respect privacy

Address ethical questions of road safety
crash avoidance systems

Passenger perception of automated mobility
Other roadusers



Cybersecurity R

Cybersecurity, will be essential for increasingly
automated and ultimately fully autonomous vehicles.

Cybersecurity needs to be ensured for all other digital
logistics solutions and processes.



Terrorist threats R

Threat of terrorism is an important aspect to consider.



IRU 3 ”S” strategy for managing transition to R
autonomous venhicles

'll' Safety

'll' Security

'll' Sustainability



Conclusion R

Increased automation of vehicles and digitalisation of
logistics processes promises to bring significant road
safety and efficiency benefits

However, this also raises multiple new questions,
around employment, liabilities, etc.

Cyber security needs to be ensured for increasingly
connected and automated vehicles, but is equally
essential for all parts of logistics operations



Thank youl!




